KRAJSKE REDITELSTVi POLICIE JIHOMORAVSKEHO KRAJE

Kancelar feditele
Oddéleni tisku a prevence

Rady pro bezpeéné chovani na internetu pro rodice

V dnedni dobé modernich technologii a elektronickych prostfedk( se komunikace stale castéji
odehrava ve virtudlnim svété prostfednictvim socialnich siti. S timto naduzivanim internetu, mobilnich
telefon(l a socidlnich siti souvisi i mozné riziko kybersikany. V kyberprostoru se nachazi mnoho rizikovych
navodu, nepravdivych nebo zkreslenych informaci. Dité dnes prakticky Zije internetem a vétsinu informaci
pfijima pravé z tohoto prostfedi. Riziko spocivd vtom, Ze neumi a nedokdze tyto informace filtrovat.
A pravé tato uloha spociva na rodicich. Rodice by méli se svymi détmi o komunikaci na socidlnich sitich
mluvit a rizika, ktera v tomto svété hrozi, jim vysvétlit. Mnohdy vsak znalosti déti pfevysuji znalosti rodicu
a rodice na jakékoli snahy o ochranu ve virtudlnim svété rezignuji. Rodice by vSak neméli rizika
kyberprostoru podcenovat a i v této oblasti se vzdélavat, mit prehled a drzet s détmi krok.

1. Méjte prehled o aktivitach svych déti ve virtualnim svété.
- déti neumi rozlisit a vyfiltrovat pravdivé informace na internetu, proto je dllezZité, aby rodie se svymi
détmi o virtudlnim svété hovofili a na mozna rizika a nastrahy je upozornili.

2. Vyuzijte moznost nastaveni rodi¢ovské kontroly na PC.

- nastaveni omezeného rezimu na PC (Youtube, Google) — filtrovani nevhodného obsahu z vysledku
vyhledavani

- programy na ,hlidani“ déti v online prostredi (Kaspersky Safe Kids, Norton Online Family, ProtectYou,
ManicTime, PC Screen Watcher, Activity Mon, Net Nanny)

3. Drite tempo se svymi détmi a vzdélavejte se

- vdnesnim svété modernich technologii, je nezbytnosti zajimat se o technické novinky, ale zaroven
i 0 hrozby ve virtudlnim svété

- pozadejte své déti o vtazeni do problematiky socidlnich siti

4. Naucte své déti chranit si své soukromi

- vysvétlete ditéti, jaka rizika souvisi se sdélovanim osobnich Udajid a co vSechno patfi do osobnich
a citlivych adajt

- myslete i na bezpecna hesla

- doporucte détem nastaveni soukromych profilQ

- soukromy profil na Instagramu
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5. Nezakazujte ditéti komunikaci ve virtualnim svété

- neni feSenim ditéti zakdzat pouzivani socialnich siti, o to vice se bude snazit do virtualniho svéta
proniknout

- zakazem bychom mohli dité vyclenit z kolektivu a vystavit ho posméchu

- komunikujte s ditétem a vysvétlete mu rizika a hrozby, upozornéte ho na bezpecnou komunikaci a dale
na netiketu (pravidla slusného chovani na internetu)

- vysvétlete ditéti, Ze poruSovanim pravidel internetu se miZe snadno dostat do problému (protipravni
jedndni, napt. porusovani autorského zakona)

6. Bud'te svému ditéti oporou

7. Nastaveni omezeného rezimu na pocitaci
- Filtrovani nevhodného obsahu z vysledku vyhledavani.
- Omezeny rezim je povoleny na Urovni prohlize¢e — musi se aktivovat zvlast v kazdém prohlizeci v
pocitaci.
- Pokud prohliZze¢ podporuje vice profilQ, je nutné jej aktivovat u kazdého profilu samostatné.

V pripadé, kdy budete potifebovat pomoc, mizete vyuzit nasledujici stranky:
e www.linkabezpeci.cz (116 111)

e www.stoponline.cz
e www.rodicovskalinka.cz (840 111 234, 606 021 021)

Dulezité odkazy, kde k uvedené problematice naleznete vice:

e http://bezpecnevkyberprostoru.cz

e www.e-bezpeci.cz

https://bezpecne-online.saferinternet.cz

e www.seznamsebezpecne.cz

¢ www.internetembezpecne.cz

e https://www.02chytraskola.cz
o www.kpbi.cz
Videa:
- Nahory
- #SayNo!

Mobilni aplikace Pozor na triky
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