
PREVENCE KYBERPODVODŮ



Pozor na kybernetické podvodníky!

   V dnešním digitálním světě se kybernetické podvody stávají stále častěji. 
Podvodníci se snaží ukrást vaše osobní údaje, peníze a identitu. Je nezbytné 
být obezřetný.

Bezpečnostní rady:

1.	 Neklikejte na odkazy v e-mailech, sms zprávách nebo na webových 
stránkách, které se tváří podezřele.

2.	 Nikdy nikomu nesdělujte Vaše osobní údaje ani údaje k platebním   
prostředkům.

3.	 Používejte silná hesla.

4.	 Instalujte si antivirový program a pravidelně ho aktualizujte.

5.	 Nákupy online realizujte z ověřených zdrojů.

Pokud se stanete obětí kybernetického podvodu:

•	 Okamžitě změňte hesla
•	 Kontaktujte svoji banku
•	 Kontaktujte PČR - 158

Pamatujte:

   Kybernetické podvody se mohou stát komukoli. Je důležité být si vědom 
rizik a chránit se před nimi.

Užitečné odkazy:
•	 www.policie.cz
•	 www.hoax.cz
•	 www.kybertest.cz
•	 www.nukib.cz


